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One day in May of 2014,  

a Minnesota CEO sent an email to his 

accounts payable coordinator... 



“Attorney David Madison is going to contact you. We are currently acquiring 

a company and so we will be needing your direct attention concerning 

accounting documents to finalize this acquisition. I inform you that I gave 

all the power to our Attorney that will be handling this operation. So please 

send the information and execute everything he needs.” 

  

“This is of the upmost (sic) importance, we need to file this asap and conclude 

with the first deposit. Attorney Madison will inform me of the evolution of this 

operation. For reason of confidentiality and to follow the strict guidelines of 

an Acquisition we will only be in contact by email. Any questions you may 

have, please address them directly to Mr. Madison. You are the only one 

that is aware as of now, so I would need you to keep this reserved for 

yourself until the public announcement.” 
 

Subject Line: Confidential Matter 



A Smooth acquisition completed: 

• Nine transactions in two weeks 

totaling $40 million US 

• Transfers made in euros to banks 

in Slovakia and China 

• Payment coordinator maintained 

confidentiality  
 



CEO SCAM! 

• Discovered day after 

last transfer 

• Only $12.7 million 

recovered 

• CEO and payment 

coordinator: Shocked! 



Imagine if that CEO 

was a prospect         

you were cultivating… 



One day in the fall of 2017, Utah-based CSX engineer 

Steve Voss pulled up his 401(k) account… 



To start his retirement,       

he’d rolled over all but 

$42,000 the month before. 

Now he was ready to 

move the final amount… 



But his Prudential Financial 

account was empty! Zero! 

 

“It’s an awful feeling.” 

-Steve Voss 



401(k) SCAM! 

• Thieves ransacking 

retirement accounts 

• New, growing threat to 

everyone 

• FBI is investigating at least 

five similar cases at 

Prudential Financial 



Imagine if Steve Voss 

was your client… 



One day in the fall of 2015, Wells Fargo 

advisor Kathleen Kincade received an email 

from a client… 



The client requested a series of wire 

transfers, which Kincade pushed 

through. 

 

Two transfers totaled $349,947.53 



FRAUD! 

• The wire transfer requests 

were from a hacker 

• The client had been hacked 

and didn’t know 

• Kincade falsely checked a 

Wells Fargo security box 

that said she’d verbally 

confirmed the transfer with 

her client 



Fired! 

• Wells Fargo fired Kincade 

• Kincaid fined $5,000 by 

FINRA and suspended for 30 

days 

• Kincade largely disappears 

from view on the Internet, 

except… 



Except for lawyers looking to sue Kincade… 



Imagine if you were 

Kathleen Kincade… 



PROBLEM ANALYSIS 



You’ve been hacked! (Your clients, too) 

• Equifax, 2017: 145.5 million 

people 

• Anthem Health Care, 2015: 

78 million people 

• JP Morgan, 2013: 83 million 

people 

 

Source: Savvy Cybersecurity 



In the next 24 hours… 

• 94 billion spam emails 

• 35,000 identity theft victims 

• 88,000 ransomed 

computers 

 

Source: Hack-Proof Your Life Now! 



Identity theft hits record level 

• 16.7 million victims in 2017 

• 8% increase over 2016 

• $16.8 billion in theft 

 

Source: Javelin Research, 2018 



What your clients fear most 
How often do you, yourself, worry about the following things? 

% “Frequently” or “occasionally” 

Source: Gallup, Oct. 5-11, 2017 

2017 

Having your personal credit card or financial information stolen by computer hackers 67% 

Being the victim of identity theft 66% 

Having your car stolen or broken into 38% 

Your home being burglarized when you are not there 36% 

Being the victim of terrorism 30% 

Having a school-aged child physically harmed attending school 26% 

Getting mugged 25% 

Your home being burglarized when you are there 23% 

Being the victim of a hate crime 22% 

Getting murdered 18% 



Question: What’s a top challenge facing 

financial professionals in the age of  

Robo-advisors? 

 

Answer: Continuing to deliver meaningful 

value to clients that makes them feel your 

guidance and expertise are money well 

spent. 



FPA-LinkedIn survey 

“How important is it that 

your adviser provides you 

with education related to 

the market, investments or 

another financial topic?” 



FPA-LinkedIn survey results  

76%  
of clients want advisors to deliver financial education 

 

 



“Your clients want to tell you, if you let 

them…what it is that they want, what it is 

that they fear. When you do that, you will 

increase their well-being immensely. You will 

increase yours, because you will get their 

gratitude, and you will get also to keep 

them as clients."  

–Meir Statman, finance professor, Santa Clara University 

 



TWO PROBLEMS… 



Problem #1 

• Business leaders and private individuals 

face an ever-growing barrage of scary 

cybersecurity and identity theft threats.  

• But there’s no one in their lives 

consistently helping them to learn to 

protect their identities and financial 

accounts 



Problem #2 

• Advisors need to deliver value in the form 

financial education AND differentiate 

themselves from competitors 



Individual’s cybersecurity can be 

vastly improved by just taking a 

handful of actions in key areas of 

their lives.  

Key #1 



Action 1: Set up instant 

text/email notifications for credit 

cards and bank accounts 

• Get notified for every 

charge or withdrawal from 

your account  

• Can be done online  

• Builds financial 

omniscience 
 



Action 2: Enable 2-step 

verification on accounts  

• Requires additional code when 

you login 

• Crucial for email and financial 

accounts  

• Authenticator apps  

• Builds secrecy  
 



Action 3: Freeze your credit  

• Sign up for a credit freeze at all 

three of the credit bureaus  

• Locks your credit with a PIN 

• Free in all states  

• No LifeLock!  
 



Other steps: 

Complete 15 other actions to 

boost your cybersecurity score. 

 

Then teach your clients the 

new cybersecurity rules 

 

 



“But what about the 

business threats you 

mentioned earlier?” 



Business leaders can shut down 

many high-dollar scam vulnerabilities 

with some easy security boosts and 

policy changes for all people who 

handle money.  

Key #2 



Action 1: Add tighter wire transfer controls  

• Require extra security: 

– Multiple sign-offs 

– Two-step confirmation (ex. 

Email and phone)  

• Stipulate a lapsed time period 

between request and transfer  
 



Action 2: Boost mobile-phone 

security  

• Require financial staff and 

senior level employees 

have PINS on mobile 

accounts 

• Requires passcode before 

any changes can be made 

to account 
 



Action 3: Encrypt website, files, 

network connections 

• Encrypt: 

– Most important, sensitive files  

– Customer data  

• Outside employees’ connections to 
company networks VPN (Virtual 
Private Network)  

• Websites  

• Wireless routers 
 



Other steps: 

Learn to Hack-Proof your 

business and team. 

Complete the Business 

Protection Checklist. 

 
Then take it to  

local CEOs  



“Ok, so how do I actually 

position myself as a 

cybersecurity guide?” 



Financial advisors can differentiate 

themselves by making improving 

the public’s cybersecurity a key 

aspect of their financial education 

programs in 2019 and beyond. 

Key #3 



Case study: 

Jeanne Mraz 

• SVA Plumb Financial 

• Madison, Wisconsin 

• 20+ years in business  

• Started presenting 

Savvy Cybersecurity to 

clients and prospects  

 

 



Clients were suffering 

• Clients were hacked 

• Needed to be proactive 

and be able to help 

them 

 

 



First, presented to clients… 

• 2 presentations at 

client appreciation 

events 

• 40-50 attendees at 

each 

 

 



Then invited to present in the community 

• Contacted by groups in 

Madison to come 

present to their clients 

• Source of referrals  

 

 



Audience feedback 

• Mostly: Generation X, 

Pre-Retirees, Retirees 

• Certain threats 

resonate with certain 

groups 

• People always walk 

away with tips  

 

 



Advisor success: Tony LaJeunesse 

• TL Financial Group 

• Southgate, Michigan 

• Cybersecurity 

workshops are the best 

attended of all topics 

 

 



Advisor success: Donald Morgan 
"We LOVE the Cybersecurity Workshop!!  We 
have already done 2 lunch/learn workshops with 
10 at the first and 14 at the second (which is a 
full house for our office).  

“The response has been overwhelming and we 
have an in-house tech that has been doing 
follow up appointments with anyone wanting 
them.  

 

“We have had 70% non-clients at our events too 
which has been great!!“ 

 

Independent Wealth Connections, Spokane 
Valley, WA 

 



Advisor success: Mike Makonnen  

• Makonnen Financial Group 

• Alexandria, VA 

• Gifted 300 copies of Hack-
Proof Your Life Now! 

• Client asked him to send 
copy to friend 

• Friend came to office and 
opened $3 million account 

 



We have a two-prong problem 

1. Client and businesses, including all of us, face an 

ever-growing cybersecurity onslaught. No one in their 

lives guiding them to boost their security 

2. Advisors need to deliver value in the form of Financial 

Education AND they need to differentiate themselves 

from competitors 

 



One solution 

Become a “hero” to your clients and your 
community by positioning yourself as a 
cybersecurity guide (not a tech expert) in your 
financial education activities. 



“How do I get started?” 



Read: 

Hack-Proof Your Life Now! The New Cybersecurity Rules 

• Amazon best seller 

• IBPA silver medal winner: 

Best New Voice Non-Fiction 

and Reference  

 

 

 



Present “1 Hour to Savvy Cybersecurity”  

to clients and prospects 

• 25+ slides 

and speaker 

notes 

• Finra 

reviewed 



Send the Savvy Cybersecurity Quick Reference Guide  



Present “Will Hackers Scam Your Business? 5 Threats 

Every Company Faces and What Executives Should Do to 

Boost Cybersecurity at Work”  

 

• 70+ slides 

and speaker 

notes 

• Finra 

reviewed 



Share the Savvy Cybersecurity  

Business Protection Checklist 



• 15+ slides 
and speaker 
notes 

• Lunch and 
learn 

• Finra 
reviewed 

Present “Hack-Proof Your Smartphone” 



Connect with CPAs and COIs  

• “1 Hour to Savvy 

Cybersecurity” 

approved for CPE 

credit when presenting 

to CPAs 

• CPE credit guide  

• Finra reviewed 



Send a monthly or quarterly newsletter 

• Monthly newsletter 

comes with template 

• Write your own  



Join Savvy Cybersecurity for $497— 
$100 discount 



Become a cybersecurity hero for your community like 

Jeanne, Tony, and Mike 



Take your first step:  
 
 Read Hack-Proof Your Life Now!  

The New Cybersecurity Rules 

  

 Then join Savvy Cybersecurity 

 

 We’re making advisors heroes every day! 

 
Learn more. Go to: www.horsesmouth.com/cyber 

 


